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Thank you, Mr. Chairman, and welcome to our distinguished guests.


From IDENT to WHTI to TWIC to REAL ID to US-VISIT, there is a seemingly endless list of acronyms and abbreviations that represent DHS’s efforts to verify identity and provide real integrity for the screening and credentialing of both travelers and key personnel.  At the heart of this acronym soup is the biometric data that allows DHS to distinguish between the legitimate, and those who wish to inflict harm.


In recognition of the multitude of programs with similar reliance upon biometric data for their enrollment and vetting processes, DHS did what any good government agency does:  it created yet another, new acronym to coordinate and harmonize these activities known as the “SCO,” or Screening Coordination Office.


This office has made some real progress in unifying these programs across the Department through what is known as the Credentialing Framework Initiative—an effort that, for the first time, comprehensively inventoried all of the DHS’s screening and credentialing programs in terms of capabilities, technology relationships, and investment needs; thereby, identifying opportunities for improved efficiency and economies of scale.

But, these programs, and, perhaps more importantly our terrorist, selectee, and no-fly watchlists, are only as good as the data they contain.  DHS’s efforts to unify the vetting process for its credentialing programs will serve little benefit if the data they are checking against is lacking in its breadth or authenticity.


To this point, GAO recently identified gaps in the Department of Defense’s processes for the collection and sharing of biometric data of known and suspected terrorists with DHS.  In a separate investigation, GAO found it relatively easy to obtain genuine U.S. passports – the so-called “gold standard of identification” – using fraudulent identification.

These two reports, combined with the fact that we continue to lack an effective exit solution for US-VISIT, tell me there are some serious gaps in our identity security efforts across the government—gaps in the quality of the known and suspected terrorist data we are checking against, gaps in our immigration controls, and gaps in identity verification.

These are gaps we simply cannot tolerate in the post-9/11 era.

So, with the help of our witnesses, I hope to learn more about how we are addressing these gaps.  While I certainly appreciate how far DHS has come in coordinating its identity security efforts, all of that work will be for naught if we are not applying rigor to the foundations of these programs and managing them with real accountability—sentiments which echo the findings of the 9/11 Commission as well as the priorities of this Subcommittee.

Thank you, Mr. Chairman.  I look forward to today’s discussion.
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